
 

Vocera is pleased to announce the release of Vocera Secure Texting 2.2 for the Cloud Platform, iOS, 
and Android on March 20th, 2018. 

For information on fixes and any known issues, please reference the respective release notes, provided 
below. Additional information can be found in the provided Knowledge Articles (KA), located in the 
Support Portal. 

 VST Cloud Platform release notes – KA 2301  

 VST for iOS release notes – KA 2300  

 VST for Android release notes – KA 2302  

What’s New? 

Vocera Secure Text for Cloud Platform – Administrator Features 

 Security – Any new or updated passwords will require a minimum of 8 characters for enhanced 
security access. Current passwords that do not meet the new minimum requirement will still 
be allowed.  

 Maximum Contacts – The Secure Texting app supports a total of 10,000 combined Voice 
Server, Messaging Platform, and native Secure Texting contacts for increased enterprise 
scalability.  

 Client settings are now saved on the server allowing them to be retrieved when a user logs 
into a new device for easier access.  

 

Vocera Secure Text for iOS and Android 

 Availability - The colored halos are now thicker for easier differentiation between statuses.  

 Maximum Contacts – The Secure Texting app supports a total of 10,000 combined Voice 
Server, Messaging Platform, and native Secure Texting contacts for increased enterprise 
scalability.  

 Security Update – After 5 successive failed login attempts, the system will force a 3 minute 
wait between each login attempt. At 10 successive failed attempts, Secure Text will lock your 
account. Only an admin can unlock your account to restore access to prevent unauthorized 
access to the application.  

 Silent Mode – When a user is in silent mode, they will not receive any notification tones to 
prevent interruptions. Silent mode is when the user is in a busy or unavailable state.  

http://visit.vocera.com/G8C0Mt305M0iL07y0000M38
http://visit.vocera.com/Q0tM05C0Lj3y8038700N0M0
http://visit.vocera.com/d70yM8k3t80M500C0O030L0
http://visit.vocera.com/t7MM380tL50yP003C00008l


 Messaging Updates – The ! icon will remain on the Secure Messages screen if the last message 
in the conversation is a high priority message for increased visibility. Also, a user can no longer 
use the click and hold feature to copy and forward messages (new to iOS).  

 Enhanced Attachment Updates – When sending a photo, the Attach icon changes color to let 
the user know that the photo has been attached. Attachments may also be rotated for easier 
viewing.  

 Non Vocera Secure Texting users and all groups will show a teal halo around their profile icon 
to indicate they are unavailable to text.  

 Support for Multiple Locations – If a user is associated with multiple locations, all locations will 
be shown when that user is selected (new to Android). User contact details will show the 
organizations they belong to so the appropriate individual can be called.  

 

What do I need to do?  

Vocera Secure Texting Cloud Platform 

 Be aware that the platform will be upgraded on March 20th.  

 Please see release notes and reference KA 2301 in the Support Portal for more details.  

 

Vocera Secure Texting for iOS 

 Download or update Vocera Secure Texting 2.2 from the Apple store on March 20th.  

 

Vocera Secure Texting for Android: 

 Download or update Vocera Secure Texting 2.2 from the Google Play store on March 20th.  

How will this affect other Vocera systems and users? 

 Other Vocera systems are not be affected.  

 
 

 

QUESTIONS, CONCERNS, OR FEEDBACK?  

We value your input and aim to provide you the best possible service. Click here to contact Vocera 
Support with any questions, concerns, or feedback. 
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